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Release Note for VigorAP 910C 
 

Firmware Version: 1.1.7 
Release Date: June 15, 2016 

Applied Models:  
VigorAP 910C 

 

 

VigorAP 910C is a ceiling mount Access Point with PoE for offering power supply and support 

300Mbps @2.4GHz, and 866Mbps @5GHz (11ac). 

New Features  

 Support MDM (Mobile Device Management). 

 Support Roaming: AP-assisted Client Roaming Parameters.  

 Allow to be managed by VigorAPM. 

Improvement 
 Corrected: Session validation method improved in Web UI. 

 Improved: AirPrint and AirPlay can work when VigorAP was set in Universal Repeater 

mode. 

 Corrected: After the username and password authenticated by RADIUS server, if 802.1x 

security mode for wireless LAN 5G was changed, the network connection would be 

disconnected. External/internal RADIUS server had to be enabled again to regain the 

network connection. 

 Corrected: LAN ports disconnected temporarily when a simple schedule setup was 

performed. 

 Corrected: NTP issue when Management VLAN enabled. 

 Corrected: Values (for Total Upload/Download Limit and Upload/Download Limit) 

defined on Wireless LAN (5GHz) >> Bandwidth Management could not be saved 

normally. 

 Corrected: Auto Adjustment for SSID 2~4 in Wireless LAN (5GHz)>>Bandwidth 

Management could not be checked after enabling Per Station Bandwidth Limit. 

 Improved: Add the field of vendor name on Wireless LAN >>Station List>>Neighbor. 

 Improved: Add legend ("Seconds") for "Session Timeout" field in RADIUS Server page 

(under Wireless LAN>>Security). 

 Improved: Modified the operation mechanism for Band Steering. 
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 Improved: Support user defined Country Code for Wi-Fi connection.  

 Improved: Offer a warning message to ask the user changing default admin password. 

 Improved: Performance for Wireless LAN 5G Airtime Fairness. 

 Improved: Add RSSI Threshold on Central AP Management >> Status of Settings. 

 Improved: Add Use TLS option in System Maintenance>>Syslog/Mail Alert Setup. 

 Improved: Speed the network connection based on WLAN 5G Security WPA2/PSK and 

WLAN 2.4G Security WPA2/802.1x. 

Known Issue 

 None 

Notes 

Modifications 

 None 


