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NO:AP1101-2 V.1 

Release Note for Vigor2920 Series 
 

Firmware Version: 3.6.6 
Release Date: November 08, 2013 

Applied Models:  
Vigor2920/Vigor2920n/2920Vn/Vigor2920F/Vigor2920Fn/Vigor2920FV/ 

Vigor2920FVn 
 

Vigor2920 series, a firewall broadband router with dual-WAN interface, can connect to 

xDSL/cable/VDSL2/Ethernet. The gigabit 2nd WAN and 4-port gigabit LAN switch facilitates 

unified communication applications in business CO/remote site to handle large data from 

subscribed fatter pipe. The state-of-art routing feature, VPN security, and Dual-WAN provide 

integrated benefits for professional users and small offices. 

New Features  

 Support IPv6 6in4 Static Tunnel service, IPv6 6rd Tunnel service and IPv6 NTP service. 

 Support new feature of route policy. 

 Support LAN DNS Resolution. 

 Support DNS Filter. 

 Support APPE Support List. 

 Support USB Device Status for modem and disk. 

 Support USB modem support list. 

 Support LDAP/AD authentication for Admin Account. 

 Support Vigor App. 

 Support wireless auto bandwidth limit management. 

Improvement 

 Improved: Support to remove inactive clients for DHCP server automatically. 

 Improved: Add an option for IPsec multiple subnets to create multiple Phase2 SAs which 

can be compatible with Cisco router. 

 Improved: Support more modems, such as vodafone K3772-Z, Infinity IW-021, 

Zoom-4598, and Option iCON XY modems. 

 Improved: Modified DoS default values. 

 Improved: Support embedded flash videos blocking under the OTHERS tab of 

CSM>>APP Enforcement Profile. 
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 Improved: Support Windows Remote Desktop Protocol blocking under the OTHERS tab 

of CSM>>APP Enforcement Profile. 

 Improved: Support iCloud blocking under the OTHERS tab of CSM>>APP Enforcement 

Profile. 

 Improved: Support Teamviewer v8.0.20202 blocking under the OTHERS tab of 

CSM>>APP Enforcement Profile. 

 Improved: Add "www.lusosms.com" for offering SMS service. 

 Improved: Change the default setting from "Both: Pass" to "Either: URL Access Control 

First" on URL Content Filter Profile. 

 Improved: Support TR-069 parameters for WLAN WDS. 

 Improved: Support TR-069 parameters displayed on Diagnostics >> Routing Table. 

 Improved: Support special character "." on Wireless SSID. 

 Improved: Support to input number from 10 to 29 digits for Call Barring. 

 Improved: Support a new telnet command, portmaptime.　 

 Improved: Support vigorddns for DDNS service. 

 Corrected: Port triggering can only work when the first profile has been set. 

 Corrected: Can not create a new profile by CSM>>APP Enforcement Profile. 

 Corrected: Router reboots when gets the diagnostics NAT session values from the ACS 

server.    

 Corrected: DynDNS sporadically updates with internal WAN IP instead of internet IP. 

 Corrected: When a user management policy rule is set to 7th, e.g., set 1 rule 7, set 2 rule 

7..., the set number and rule number will cause error.  

Known Issue 

 None 

Notes 

Modifications 

 None 

 

 

 


