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Release Note for Vigor2832 Series

Firmware Version: 3.8.7

Release Type: Normal

Applied Models: Vigor2832, Vigor2832n

Vigor2832 series is an ADSL2/2+ router. It integrates IP layer QoS, NAT session/bandwidth
management to help users control works well with large bandwidth.

File and Modem Code

Available modem codes for Annex A/Annex B are displayed as follows:

For Annex A Model,
> "Vigor2832_v3.8.7-00_en.zip" is used for modem code 06-06-01-07-00-01.

For Annex B Model,
»  "Vigor2832_v3.8.7-00_en.zip" is used for modem code 06-06-00-02-01-02.

New Features

® Add an option to disable / enable "EAPOL Key Retries" (Wireless LAN(2.4GHz)
>>Security Settings), so system administrator can configure EAPOL retries.

Support IKEv2 for IPsec tunnel in LAN to LAN.

Support VigorACS 2.2.0.

Support Large LAN Subnet, and Subnet Network Mask could be /22.

Support backup configuration to USB disk automatically at regular intervals. (System
Maintenance >> Configuration Backup)

Support WAN backup by traffic threshold.

Support backup router's information to NAND UFFS.

® Support firewall configuration backup and restore (Firewall>>General Setup).

Improvement

® Improved: Send Syslog during 4-way handshaking of 2.4G wireless connection to help
identify "EAPOL Key Retries" action.
® Improved: A warning message will be popped up when management from LAN is



disabled.

® Improved: Default IPv6 WAN Connection Detect Mode changed to "Always On".

® |Improved: Remove the "Clear" button on the Application >> Local 802.1x setting.

® Corrected: DNS Filter Administration Message was not displayed after changing Vigor's
management ports.

® Corrected: Failed to authenticate L2TP over IPsec VPN connection by customer's LDAP
server.

® Corrected: Open ports did not work but port redirection and DMZ worked fine.

® Corrected: DDNS Syslog displayed wrong message when WAN connection was ready.

® Corrected: Remote PC could not build VPN connection by PPTP TACACS+
authentication method.

® Corrected: Port Redirection/Open port/DMZ failed after Session Limit was enabled.

Known Issue

® None
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